Cyberthreats can avalanche

doring holiday travel!

Planning on traveling during the holidays?
Trend Micro shares tips on protecting
yourself from cyberattacks:
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The more devices you pack,
the more extreme it is.

Device ownership has snowballed!

If you're like most Ameticans, you probably own 2 or more
computers and have 3 or more smartphones in your
household.* The more devices you travel with, however,
the higher your risk of data hacking.

Never leave them unattended.
For any devices left behind at a hotel or other lodging,
make sure they're securely locked up.
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Maintain yoor edge
with 3-2-1
data backop.

Save at least 3 copies,
in 2 different formats, with at least | of those copies
off-site (either in the Cloud or on a remote server).
You'll be doing better than the /2% of Americans who
don't back up their files monthly.
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Beware of the poblic
Wi-Fi crevasse!
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Never use a public Wi-Fi network to

log into sites where you share financial
or personal information.
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only Tin 5 people are worried about public
networks - but you should be.
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If you're ever hacked and
get a demand for ransom,
HOCKEY STOP!

Don’t ever pay ransom in return for
your computer access or files.
Remember you’re dealing with cybercriminals!
6% of Americans pay the ransom with no
guarantee of getting their files back.
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Stay in the no-fall zone with
cybersecority software.

Be in the top 50% who know
their security works.

But don’t go with just any software. Select a brand that
delivers thorough protection, affordability, and a
simple, intuitive interface. In other words...
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Install Trend Micro Maximom
Secority, and straightline into
protection for vp to 10 devices!

*Source: Trend Micro 2016 Consumer Survey
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